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The Recast Management Server requires access to specific external domains depending on which Recast Software
products are in use. If you are using a web proxy on the Recast Management Server, or on the server running Recast
Proxy, you will need to direct network traffic to those external domains through the web proxy, as he web proxy will not
automatically detect settings on the server where the RMS or Recast Proxy is installed.

You can direct network traffic through the web proxy by changing the environment variables in your Recast Management
Server web.config file.

To change environment variables for a web proxy:

1. Open the web.config file located at C:\Program Files (x86)\Recast Software\Recast Management
Server\web.config .

TIP: We recommend making a copy of the existing web.config file before editing.

2. In the aspNetCore module, edit the Environment Variables information and add opening and closing tags.

<environmentVariables>

<environmentVariable name="all_proxy" value="http://proxyserver:port" />

<environmentVariable name="no_proxy" value="RmsServer.example.com,SccmServer.example.com" />
</environmentVariables>

For details about the environment variables used for default proxy initialization, see HttpClient.DefaultProxy Property.
3. Recycle the Recast Management Server application pool and restart the site in IIS.

After editing the environment variables in the web.config file, follow these steps to verify the web proxy
settings are correct for the account running the Recast Proxy service.

4. Log into the server as the Recast Proxy service account, openInternet Options and verify the proxy information is
correct there.

5. If you are defining the web proxy manually, navigate tolInternet Properties > Connections > LAN settings and check that
Automatically detect settings and Use automatic configuration script are deselected. If both those options andUse a proxy
server for your LAN are configured, they will conflict.

€ Intemnet Properties ? X
Nate sasslifiod EP
General Security Privacy Contsnt Connections programs Advanced
| . | | € Local Area Network (LAN) Settings x
g;e To set up an Intemet connection, click Setup
Setup.
Automatic configuration
Dial-up and Virtual Private Metwork settings —— Automatic configuration may override manual settings. To ensure the
use of manual settings, disable automatic configuration.
L
Add... [ Automatically detect settings
I
AddVEN... [ use automati configuration script
Address
Remaove... [
Proxy server
Choose Settings if you need to configure a proxy Settings B
erver for 3 conection. < Use 2 proxy server for your LAN (These settings wil nat apply o
dial-up or VPN connections).
Address: | fwebproxy.com | Port: | 34500 Advanced
[Bypass proxy server for local addresses
Local Area Network (LAN) settngs —————————————————————— G
LAN Settings do not apply to dial-up connections. LAM settings

Choose Settings bove for dial-up settings.

oK Cancel Apply


http://docs.recastsoftware.com/help/recast-management-server-system-requirements
https://learn.microsoft.com/en-us/dotnet/api/system.net.http.httpclient.defaultproxy?view=net-9.0
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NOTE: If the RCT Patching catalog fails to load and returns an error: 'The proxy tunnel request failed with status code 407,
add a rule to allow NoAuth access from the Recast Management Server to the external domains required for RCT
Patching.


http://docs.recastsoftware.com/help/patching-system-requirements

