a RECAST SOFTWARE

Delegate Access to BitLocker Recovery
Keys in Entra ID
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You can grant a user or group permission to view BitLocker recovery keys for devices using an Entra ID role.
To use a built-in role, grant the user/user group Cloud Device Administrator or Helpdesk Administrator privileges.

You can also choose to create a custom role that delegates access to BitLocker keys using the
microsoft.directory/bitlockerKeys/key/read permission.

To learn more, see Microsoft Learn | Helpdesk recovery in Microsoft Entra ID .
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https://learn.microsoft.com/en-us/entra/identity/role-based-access-control/permissions-reference#cloud-device-administrator
https://learn.microsoft.com/en-us/entra/identity/role-based-access-control/permissions-reference#helpdesk-administrator
https://learn.microsoft.com/en-us/entra/identity/role-based-access-control/custom-create
https://learn.microsoft.com/en-us/windows/security/operating-system-security/data-protection/bitlocker/recovery-process#helpdesk-recovery-in-microsoft-entra-id

