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View Application Catalog in RMS

The Recast Management Server Applications page displays the entire Right Click Tools Patching catalog, as well as any
custom applications you add. While all Recast customers with access to RMS can view the full catalog, the number of
software applications available for deployment depend on your Recast licensing.

Migrating from an existing Application Manager Legacy account to Right Click Tools Patching (previously
e Application Manager with RMS) offers the opportunity to upgrade to the Enterprise package and

access 4000+ applications. Learn about other differences between Right Click Tools Patching and Application
Manager Legacy.

The Recast Catalog tab displays RCT Patching—supported applications. The My Catalog tab lists your custom applications.

Applications

(@) Recast Catalog {3 My Catalog

Q Microsoﬁ{ X + Add Custom Application [¢]

Vendor Application Date Added @  * Deployment processes  Version to be Deployed  Actions

o) Microsoft Microsaft Visual Studio 2022 5 ., 055 0 Vv17.13.35919.96 © Deploy| =
Enterprise (Current)

Microsoft Visual Studio 2022
) Microsoft e 3/26/2025 0 Vv17.13.35919.96 © Deploy| =
Professional (Current)

Definition updates for

@ Microsoft Windows Defender Antivirus ~ 3/26/2025 0 v1.425.250.0 © Deploy| =
(x64)

Application information:
® Vendor
Application name
Date Added: Sorted by most recent release date by default
Deployment Processes: Click the number link to view deployment processes that include the application
Version to be Deployed
Actions

o Deploy an application immediately
o Remove an application from a deployment process
o Delete an application

View Application Catalog in ConfigMgr

All Right Click Tools Enterprise customers and Community users can see and search the entire catalog of applications that
can be deployed and updated using Right Click Tools Patching. Use the Catalog Search feature in your Configuration
Manager console to explore the 4000+ applications in the catalog or to quickly check that a specific application is
available to deploy and/or update with RCT Patching.

NOTES:
® You do not require a Patching license to view and search the full application catalog.


http://docs.recastsoftware.com/help/patching-add-a-custom-application
http://docs.recastsoftware.com/help/application-manager-legacy
http://docs.recastsoftware.com/help/patching-general-information
http://docs.recastsoftware.com/help/patching-migration-from-legacy
http://docs.recastsoftware.com/help/patching-add-application-to-deployment-process
http://docs.recastsoftware.com/help/patching-remove-application-from-deployment-process
http://docs.recastsoftware.com/help/patching-remove-application-from-deployment-process
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® This feature requires outbound access to the application catalog at https://amprod02.recastsoftware.com.
® This feature is available in Recast Software Version 5.11.2509.1603 or later.
® FEach column is sortable and all catalog information is searchable.

To locate the Patching Catalog in Configuration Manager:

1. Navigate to Assets and Compliance > Overview > Devices.

2. Right-click on a device and selectPatching > Catalog Search.

Right Click Tools Patching - o b4
133 RCT patehing Catalog [Microsoff | [ Refresh | [ teamMore
LD oevice Compliance & O Vendor Application Last Update Latest Available Version Architecture Supported Integrations  Language Latest Version Id Is Custom Application
o= © [ Microsoft Definition updates for Windows Defender Antivirus («64) 12/12/2025 3:04:32 PM  1.443.65.0 X64 Configgr, Intune, WSUS en-US  fc169202-224-4113-1129-376e63106940  False -
=L App Compliance

© O Microsoft Definiticn updates for Windows Defender Antivirus («86) 12/12/2025 2:04:33 M 1.443.63.0 X86 Configtgr, Intune, WSUS en-US  220f820-206b-fTb-e2ec-378e61d82637  False
© [ Microsoft Microsoft Edge Beta (164) 12/11/2025 G1525 PV 1440371011 X64 Configgr, Intune, WSUS en-US  a08edb49-0332-1701-4671-378e5420e8b1 False
© [ Microsoft Microsoft Edge Beta (36) 12/11/2025 91424 PV 14403719.11 X86 Configgr, Intune, WSUS en-US  cbe397da-5fc-f7c5-490a-378e5420f5cd  False
© O Microsoft Microsoft Edge Webvizw2 Runtime (:86) 12/11/2025 70249 PN 1420365080 X85 Confightyy, Intune, WSUS en-US  bf50203e-b8cf-1336-010d-378301830ch False
© [ Microsof: Microsoft Edge Webview2 Runtime (64) 12/11/2025 70241 PM 143.0365080 X64 Configgr, Intune, WSUS en-US  06e8256-1acd-811b-ceb-378e30M70ef8  False
© [ Microsoft Microsoft Edge for Business (x64) 12/11/2025 62550 PM 1430365080 X64 Configgr, Intune, WSUS en-US  0cd4cT54-5081-d3fc-4324-378e54214219 False
© [ Microsoft Microsoft Edge for Business (xB6) 12/11/2025 6:25:01 M 1420365080 X85 Configgr, Intune, WSUS en-US  a060eBde-Tb34-73c4-40e0-378e542162a False
© [ Microsoft Microsoft Advertising Editor 12/11/2025 12:02:48 PM 11.31.21072.6498 X64 ConfigMgr, Intune en-US  eb159e89-5de-dba3-Ofdc-378e2b4d019a False
© O Microsoft Visual Studio Code (User Installer) (x64) 12/10/2025 7:00:05 PM  1.107.0 X64 Configgr, Intune enUS  cafc@dad-0eTc-Tb77-28c2- 3786079526 False
© [ Microsoft Visual Studio Code (64) 12/10/2025 6:50:22 M 1.107.0 X64 Configgr, Intune, WSUS en-US  87003f24-8dBe-badd-6067-3782078ebcdS False
© [ Microsoft Microsoft Visual Studic 2022 Enterprise (Current) 12/10/2025 7:25:55 AM 17.1436804.6 X64 Configgr, Intune, WSUS en-US  f9912a30-bc86-f178-6aff-378defTddd3f  False
© O Microsoft Microsoft Visual Studic 2022 Enterprise (LTSC17.12)  12/10/2025 7:25:55 AM  17.12.36806.0 X64 Confightgy, Intune, WSUS en-US  4c04a01f-acfc-f2ac-6b07-378defTde7)  False
= i 07 Demimcriomal . 21 LS4 AN 47143580 51 Sinkta Lo LS antiS oan 20074 66370 ARTA12Y  Eal

The Patching Catalog displays the following application information:
Vendor

Application name

Last Update date

Latest Available Version number

Architecture

Supported Integrations (Configuration Manager, Intune. WSUS)
Language

Latest Version ID

Custom Application (True/False)

Application Media Verification

Prior to creating applications and deployments for Configuration Manager or Intune, Right Click Tools Patching always
verifies that the application media it downloads is valid and remains unchanged from the version that Recast's application
management team downloads from the vendor and publishes to the Setup Store.

The Setup Store contains the thousands of applications available via Right Click Tools Patching. Applications
o are published to the Setup Store once our application management team establishes the validity of their

content. The Recast Application Catalog then consumes Setup Store metadata added by the team, allowing
Patching to confirm that the content remains unchanged.

Content Verification Process:

1. Recast's application management team downloads the installation media from the vendor and adds application
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metadata to the Setup Store. The metadata includes the download link to the installer and the hash checksum calculated
from the installation media downloaded from the vendor.

2. The Recast Application Catalog consumes the Setup Store metadata and downloads the installation media from the
vendor using the download link in the Setup Store metadata. After download, the checksum is calculated and compared
with the checksum in the Setup Store metadata.

3. When the checksum matches (confirming that we are using the same installation media the Setup Store team used
when generating the metadata), Patching creates a ZIP file from the installer, calculates the hash checksum from the ZIP
file, and stores it within the application catalog metadata.

4. When the Recast Management Server contacts the Recast Catalog, it receives the checksum for the ZIP file.

5. The Recast Management Server requests the download URL from the Recast Catalog. The URL to the Azure storage
account uses a short-lived SAS token.

6. The Recast Proxy downloads the ZIP file from the Azure storage account using the download URL. After download, the
hash checksum is calculated from the downloaded ZIP file and compared with the checksum in the Recast Application
Catalog metadata.

7. When the checksum matches the value received from the Recast Catalog, meaning that the ZIP file is unchanged and

the content matches what the application management team used when generating the original metadata in the Setup
Store, Patching continues to create applications and deployments for ConfigMgr or Intune.

Add Custom Application

Add your own custom applications to Right Click Tools Patching and include them in deployment processes, just as you
do for applications from the Recast Catalog. Any custom application you add is only available within your own tenant and
cannot be accessed by other Patching customers.

To add a custom application:

1. On the Recast Management Server Applications page, click the My Catalog tab.

TIP: You can also add a custom application when you select applications for a new deployment process.

2. Click Add Custom Application.

Applications

@) Recast Catalog ~ B5 My Catalog

Q  Ssearch + Add Custom Application (]
Vendor 1 Application Date Added ® Deployment processes Version to be Deployed Actions

Recast Agent 2/18/2025 0 v5.9.123 & Deploy | |=*

3. In the side panel that opens, add the UNC path to the application’s installation media location. Ensure that all required
installation files and subfolders are located in the specified location before starting the install. Recast Proxy service user
accounts must have Modify permissions for the specified UNC path.


http://docs.recastsoftware.com/help/patching-add-deployment-process
http://docs.recastsoftware.com/help/patching-add-deployment-process
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Use a folder structure that will support new versions as well as other languages and architectures for the same
application.

Recommended Format: \\ServerName\Folder\PublisherName\ProductName\Version\Architecture\Language

4. Define the application information by adding the following:
Publisher

Application Name

Version

Architecture

Language

NOTE: When Patching finds an existing custom application with a matching Publisher, Application Name, Architecture and
Language, it will create a new version of that custom application. If the existing custom application is included in a
deployment process, the new version will be deployed automatically according to the deployment process settings.

5. Add the Setup File Name. The setup file must be a Windows installer file (.msi extension) or an executable file on the
device where the application deployment will occur (.exe, .cmd or. bat extension). If the setup file is a Windows installer
file, add the MSI Product Code.

6. Define the installation by entering an Install Command (required) and an Uninstall Command (optional).
7. Click Add Rule to add MSI, File or Registry detection rule details.

To learn more about detection rule types, see Aapo Kettunen's blog post: Choosing Detection Rules for Win32 Apps in
Intune

MSI Detection Rule
® MSI Product Code

® MSI Product Version Check: When enabled, enter the Operator (Equal, Not Equal, Greater Than, Less Than, Greater
Than Or Equal, Less Than Or Equal) and Value

File Detection Rule

® Path

® File or Folder

® Detection Method (File exists, File version, or Path exists): For File Version only, enter theOperator (Equal, Not Equal,
Greater Than, Less Than, Greater Than Or Equal, Less Than Or Equal) and Value

® Associated with a 32-bit app on 64-bit clients Set to '‘No' by default

Registry Detection Rule

e Key Path

® Value Name

® Detection Method (Reg Value, Reg Value Exists): For Reg Value, enter theData Type (String, Integer, Version) and
Operator

e String Operators (Equal, Not Equal)
® Integer & Version Operators (Equal, Not Equal, Greater Than, Less Than, Greater Than Or Equal, Less Than Or
Equal)

® Associated with a 32-bit app on 64-bit clients Set to '‘No' by default

Once you have added a custom application, you're ready to deploy it as you would any application from the Recast
Catalog. See Add an Application to a Deployment Process.


https://www.recastsoftware.com/resources/choosing-detection-rules-for-win32-apps-in-intune/
https://docs.recastsoftware.com/help/application-manager-with-recast-management-server-deploy-applications
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Deploy Application

Add one or more applications to a deployment process to deploy them to Configuration Manager or Intune environments.

e Right Click Tools Patching can deploy applications concurrently in ConfigMgr and Intune environments.

To deploy an application from the Applications page:
1. On the Applications page, search for the application to deploy.

2. Click the Deploy button to the right of the application.

Applications

(@ Recast Catalog [ My Catalog

Q Microsoﬁ{ b + Add Custom Application (]

Vendor Application Date Added @  * Deployment processes  Version to be Deployed  Actions

) Microsoft Microsoft Visual Studio 2022 5, 075 0 Vv17.13.35919.96 © Deploy| =
Enterprise (Current)

Microsoft Visual Studio 2022
) Microsoft e 3/26/2025 0 Vv17.13.35919.96 © Deploy| =
Professional (Current)

Definition updates for
. Microsoft Windows Defender Antivirus  3/26/2025 0 v1.425.250.0 % Deploy =+
(x64)

If the application is already included in an existing deployment process, the Deployment Processes side panel will open.
From there you can add a deployment process, view deployment process details, and reimport applications.

If the application is not already included in a deployment process, clickingDeploy will open a panel where you canadd or
edit a deployment process.

To deploy an application from the Deployment Processes page:
1. On the Deployment Processes page, search for an existing deployment process to edit.

2. Click on a number in the Applications column.

Deployment Processes

+ Add Deployment Process

Q  Search (vl
Deployment
Process Environment Applications  Date Processed Status Total Process Time Actions
Recast Software =
@ Recast A 1 10/28/2024 + Successful View Details |+
ecast Agent PN O /28/202 uccessfu 0 Days View Details
(English] (x64)

Recast Software
@ Right Click Tools
(English) (x86)

© aal entra RMS App

1 Never Paused 0Days View Details v
Registration

3. In the Select Application(s) side panel that opens, click the checkbox to the left of the application to add.

4. Click Save & Close.


http://docs.recastsoftware.com/help/patching-add-deployment-process
http://docs.recastsoftware.com/help/patching-reimport-applications
http://docs.recastsoftware.com/help/patching-add-deployment-process
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x
Select Application(s)
Select the applications you want to deploy during the deployment process.
3 applications
Bl Adobe Adobe Digital Editions en-Us X856 ® [l Adobe Adobe Connect application en-US X286 &
B Adobe Acrobat Reader DC (MUI) (x64) mul X64 &
Q, Search (¢
Deployment
Vendor 1 Application |2 Processes Version 3
a
@ 1BitSquared KiCad (x86) 0 6.0.11
m 1BitSquared KiCad (x64) 0 7.0.10
24TTailorSteel Sophia 0 4.304.1.0
2BrightSparks
8 Pt Ltd SyncBackFree 0 11.2.33.0
2BrightSparks
A Pid Lid CMake 3.28 (x86) 4] 3.28.2
2BrightSparks
A Pid Lid CMake 3.28 (x64) 0 3.28.2
2BrightSparks
A Ptd Ltd CMake 3.28 (ARM64) o 3.28.2
v
10 ¥ | items per page 1-10 of 2949 “ Previous Next L]

Cancel Save & Close

Reimport Applications

You can reimport applications from either the Applications page or the Deployment Process Details page.

Initiate a reimport on the Applications page
On the Applications page, click the Deploy button to the right of the application to reimport.

Applications

J) Recast Catalog % My Catalog

Q Microsoﬁi x + Add Custom Application [v]

Vendor Application Date Added @  + Deployment processes  Version to be Deployed  Actions

%0 Microsoft Microsaft Visual Studio 2022 5, 55 0 V17.13.35919.96 B Deploy | |-
Enterprise (Current)

) Microsoft Microsoft Visual Studio 2022 5 5 0 V17.13.35919.96 8 Deploy | |-
Professional (Current)

Definition updates for
@ Microsoft Windows Defender Antivirus ~ 3/26/2025 0 v1.425.250.0 % Deploy =
(x64)

Initiate a reimport on the Deployment Process Details page

1. On the Deployment Process Details page, click the Reimport button.
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Deployment Process Details x

* / Notepad++ Team Notepad ++ (English) (x64) / cdit r
1 environment | 1 application 0 Pending Run ‘ Reimport (») Check for Updates

1 environment 1 application # edit
@ Recast AAD (Application Manager) & Notepad++ Team Notepad++ (English) (x64) en-US X64.
1 Deployment OB Week Month
Deployment Process. Duration Release date  +1Days +2 Days +3 Days +4 Days +5 Days +6 Days
¥ pad++ Team pad lish) (x64) Total: 0 Days + [
1. Deploy to All Devices (Intune Built-In Group) @ Immediately L @

TIP: You can also find the Reimport Applications option by clicking the vertical ellipsis to the right of the Settings cog.

2. In the Reimport Application side panel that opens, choose whether to redownload the application version from the
Applications Catalog.

3. Click Reimport Application(s).

Update Application Versions

You can deploy an application to only devices that have a previous version installed by creating an application—specific
collection in Configuration Manager using a query. You can then specify the application—specific collection as a target
collection for a deployment process in Patching.

Create an Application—specific Collection

To create an application—specific collection in Configuration Manager:
1. On the Configuration Manager Membership Rules page, create a new device collection and add a query rule.
2. Specify a query name and click Edit Query Statement.

3. On the Criteria tab, add a new criterion with the following properties:
® Criterion Type: Simple value
® Where: Installed Software — Product Name
® QOperator:is like
e Value: Specify the application name. You can add a wildcard character (%) at the beginning and/or at the end of
the application name to find all application versions.

NOTE: You can find a list of product names in your environment by clicking theValue button in the Criterion
Properties window. The list might not contain all products. The full list can be found on the Count of all instances of
software registered with Add or Remove Programs report. If the application name in the RCT Patching catalog does
not exactly match the name in the product list, use the name from the Value list or the report.

Example collection for Google Chrome:
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< Device Collections 7 items & AM - Google Chrome Properties X
Search - .
Collectiq Criterion Properties x
AM - Google Chrome Query Statement Properties Generdl
General
General Criteria  Joins Menm s
You it P
You can specify criteria to namow the query and limit the results that are colleg LE erion Properties add
retumed onby tf
= FE Criterion Type: Simple value ~
ot #E] @ ® 1w | |
alled 5 Mem Where [Installed Scftware - Product Name |
Ruleg Select
Chr
Operator [ieike ]
< >
Value: |Google Chrome % |
Ou Type: String Value
A at
q is
=
Occy
Show Query Language oK Cancel Cancel
CoTTTEm T oK Cancel ply

Create an Application—specific Deployment Process

To create an application—specific deployment process:

1. On the Application Manager Deployment Processes page, click Add Deployment Process or modify an existing process.
2. In the Select Application(s) side panel that opens, select only the application you want deploy. ClickNext.

3. Name the deployment process and click Next.

4. Add the previously created collection as the target collection and configure a deployment schedule. Make sure that the
deployment type is Required.

5. If desired, create an additional Available type deployment for all users/devices so that the application can be installed
from the Software Center to devices without a previous version.

6. Save the deployment process and click Run.

Example deployment process for Google Chrome:

1 application /' edit
@ Google Chrome for Business 64-bit en-US X564

Deployment Process Duration Releasedate  +1 Days +2 Days +3 Days +4 Days
~ Google Chrome for Business 64-bit Total: 2 Days +| -

1. Deploy to AM - Pilot @ Immediately v e @

Delay 2 days 2 Days Y| @ 2 Day Delay

2. Deploy to AM - Google Chrome @ Immediately ¥

3. Deploy to All Users () Immediately ¥ - @

Manage Applications
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You can manage the applications included in a deployment process straight from the Patching Deployment Processes
page.

Click on a number in the Applications column to view, add or remove applications. The list of applications is searchable
and sortable.

Deployment Processes

+ Add Deployment Process

Q  search Gl
Deployment
Process Environment Applications  Date Processed Status Total Process Time Actions

Recast Software &

& R Agen 1 1 8, 4 v S ful View Detail:
ecast Agent el 0/28/202 uccessful 0 Days View Details
(English) (x64)

Recast Software
@ Right Click Tools
(English) (x86}

© aai Enea RMS App

1 Never Paused 0 Days View Details
Registration

Sort the Application List

By default, the application list is sorted in ascending order, first by vendor and secondly by application name. Where
sorting is applied, the selected options appear next to the column header label.

To sort the application list differently:
1. Click on a column header one or more times to cycle through and select sorting options.

2. Click Save & Close.

X
Select Application(s)
Select the applications you want to deploy during the deployment process.
3 applications
Bl Adobe Adobe Digital Editions en-Us x86 ® [l Adobe Adobe Connect application en-US X85 &
B Adobe Acrobat Reader DC (MUI) (x64) mul X64 &
Q, Search (v]
Deployment
Vendor 1 Application .2 Processes Version 3
-
@ 1Bitsquared KiCad (x86) 0 6.0.11
m 1BitSquared KiCad (x64) 0 7.0.10
24TTailorSteel Sophia 0 4.304.1.0
2BrightSparks
8 S SyncBackFree 0 11.2.33.0
2BrightSparks
A Pid Lid CMake 3.28 (x86) 0 3.28.2
2BrightSparks
A ped Ltd CMake 3.28 (x64) 0 3.28.2
2BrightSparks
A Ptd Ltd CMake 3.28 (ARM64) 0 3.28.2
v
10 ~ | items per page 1-10 of 2949 “ Previous Next L]

Cancel Save & Close

Add an Application to a Deployment Process

To add an application to the application list:
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1. In the Select Application(s) side panel, click the checkbox to the left of the application to add.

2. Click Save & Close.

Remove an Application from a Deployment Process

To remove an application from the application list:
1. In the Select Application(s) side panel, click the X to the right of the application to remove it.

2. Click Save & Close.

Remove/Delete Application

On the Patching Applications page, you can remove or delete an application. When you remove an application, the
deployment process will no longer install newer versions of the application. If you remove the only application included in
the deployment process, the deployment process itself will be deleted. Old versions of the application will remain in
Configuration Manager.

Remove an Application from a Deployment Process

To remove a Recast Catalog application or a custom application from a deployment process, click the ellipsis (.) to the
right of an application and choose Remove from deployment processes.

Applications

' Recast Catalog B My Catalog

Q  Microsoft X + Add Custom Application [¢]

Vendor Application Date Added @ + Deployment processes  Version to be Deployed  Actions

o0 Microsoft Microsoft Visial Stidlo 2022 5 12612025 0 V17.13.35919.96 © Deploy | [+
Enterprise (Current)

" . X Remove from deployment processes
0 Microsot Microsoft Visual Studio 2022 3 ¢ o o el B
Professional (Current) I

NOTE: You can also remove an application from the Deployment Processes page.

Delete a Custom Application
When you delete a custom application, it is removed from the Recast Management Server database and from any
deployment processes. If you delete the only application included in the deployment process, the deployment process

itself is deleted.

To delete a custom application, on the My Catalog tab, click the ellipsis (...) to the right of a custom application and choose


http://docs.recastsoftware.com/help/patching-manage-applications-in-deployment-process
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Applications

(@ Recast Catalog B My Catalog

Q  search + Add Custom Application @]

Vendor 1 Application Date Added ® Deployment processes Version to be Deployed Actions

Delete application.

Recast Agent 2/18/2025 0 v5.9.123 & Deploy

X Remove from deployment pro

M Delete application



