Recast

Remote Software Center Permissions

Last Modified on 01.06.26

Recast Permissions

Plugin Permissions

ActiveDirectory GetAccountGroupMembership
Administration GetAllSettings
ConfigMgrClient DeployedApplications

EvaluateConfigurationBaseline
GetConfigurationBaselines
GetDeployedPrograms
GetDeployedTaskSequences
GetUserPolicyEndpoint
InstallApplication
InstallApplicationOrProgram
InstallProgram
InstallSoftwareUpdates
InstallSoftwareUpdatesByID
InstallUserApplication
MissingSoftwareUpdates
Packagelnformation
TaskSequencelnformation
UninstallApplication

ConfigMgrServer GetComanagedWorkloads
GetDeployedApplicationsForUser
GetApplicationsDeployedToUsers

InstalledSoftware ListSoftware
UninstallSoftware

Network PingComputer

SystemlInformation GetlLoggedInUsers
ReadOnly

WMI InvokeMethod
ReadOnly

NOTE: To make changes on the populated tabs (for example, to install applications), you may require additional
permissions.

Microsoft Permissions

® Requires that the user be a local administrator on the remote device(s). This can be done using aRecast Proxy, a
Recast Agent or by granting the required user permissions.

® Requires a Recast Agent for workgroup computers, or to run actions over the Cloud Management Gateway.

® Requires remote WMI to populate its contents and run actions.


http://docs.recastsoftware.com/help/run-rct-actions-as-a-service-account-with-recast-proxy
http://docs.recastsoftware.com/help/right-click-tools-configure-actions-to-run-with-a-recast-agent
http://docs.recastsoftware.com/help/right-click-tools-permissions
http://docs.recastsoftware.com/help/right-click-tools-configure-actions-to-run-with-a-recast-agent
http://docs.recastsoftware.com/help/enable-remote-wmi

