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Prerequisites for implementing Privileged Access:

Recast Management Server installed on a system that meets RMS requirements. 

NOTE: To use Active Directory or Microsoft Entra ID objects to target rules, install Recast Management Server with
Recast Proxy and ensure that the required Proxy Permissions are met.

Recast Agent installed on target devices where group and/or user rules will be applied. 

If using temporary administrator functionality, Visual C++ Redistributable is also required. Download and install Visual

C++ Redistributable at:

https://aka.ms/vs/17/release/vc_redist.x64.exe

https://aka.ms/vs/17/release/vc_redist.x86.exe

NOTE: When all Recast components (Recast Management Server, Recast Proxy, Recast Agents) are running at least
Recast Software Version 5.10.2506, Privileged Access will work on devices that require FIPS-compliant encryption.
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