Recast

Add a Service Connection for Privileged Access

Last Modified on 11.27.25

Privileged Access works with both Azure Active Directory (Entra ID) and on-premises Active Directory joined devices. A
service connection allows Privileged Access to connect to, and query information from, Azure Active Directory. This service
connection is automatically detected when Recast Management Server is installed with Recast Proxy.

For information on viewing, adding and managing service connections that link Recast Software infrastructure to third-
party products in external environments, see Service Connections.
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