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Recast Permissions

® No additional permissions required.

Microsoft Permissions

® All Content Management Tools require that the user running the tool has permissions to look at the group

memberships for the object in Active Directory. The user will also need permissions to modify the memberships of
group objects in Active Directory if using that part of the tool. If using a Recast Management Server with a service
account, the service account will need the listed permissions.

® The below security role permissions have been verified to allow the use of Right Click Tools actions when working

with content information.

[E) Test Praperties

General Administrative Users Psmissions

Specify the pemissions associated with this securty role. A security role is & group of
pemissions associated with a job tile that species the actions the role can perform on object

classes.
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Custom Configuration Settings
DCM Policy Profile Secret Data
Deployment Setiings
Deployment Templates
Device Drivers
Distribution Point
Copy to Distribution Paint
Read
Set Securty Scope
Distibuion Paint Group
Copy to Distribution Point
Create
Create Association to Collection
Delete
Moy
Read
Set Securty Scope
Diiver Package
Edtion Uparade policy

Firewsll Settings
Entdoe 1

Read. Copy to Distribution Paint
Yes
Yes
No
Reead. Copy to Distribution Paint
Yes
No
No
Ne
No
Yes
Ne

Interested in learning more about Content Distribution tools?
Enroll in our Recast Academy coursel!
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